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Data Protection Policy 
 

Introduc�on  

We are commi
ed to a policy of protec�ng the rights and privacy of individuals. We need to collect 

and use certain types of data in order to carry on our work of managing Newent Memorial Hall  

(NMH). This personal informa�on must be collected and handled securely.  

The Data Protec�on Act 2018 (DPA) governs the use of informa�on about people (personal data). 

Personal data can be held on computers, laptops and mobile devices, or in a manual file, and would 

include names, postal addresses, email addresses, telephone numbers and bank details. Some 

personal informa�on may appear in minutes of mee�ngs, photographs and other documentary 

material.  

The trustees, staff and volunteers are personally responsible for processing and using personal 

informa�on in accordance with the DPA and will therefore be expected to read and comply with this 

policy. 

Defini�ons 

In this document: 

“Data Controller” means the trustees who collec�vely decide what personal informa�on NMH will 

hold and how it will be held or used.  

“Data Protec�on Officer” means the person responsible for ensuring that NMH follows its data 

protec�on policy and complies with the DPA. 

“Data Subject” means an individual whose personal informa�on is being held or processed by NMH 

for example a donor or hirer.  

“Explicit consent” means a freely given, specific agreement by a Data Subject to the processing of 

personal informa�on about her/him. Explicit consent is needed for processing sensi�ve data, which 

includes: 

(a) Racial or ethnic origin of the data subject  

(b) Poli�cal opinions 

 (c) Religious beliefs or other beliefs of a similar nature 

 (d) Trade union membership 

 (e) Physical or mental health or condi�on 

 (f) Sexual orienta�on 



 (g) Criminal record 

 (h) Proceedings for any offence commi
ed or alleged to have been commi
ed 

“The Informa�on Commissioner’s Office (ICO)” is the body responsible for implemen�ng and 

overseeing the Data Protec�on Act 2018. 

“Processing” means means collec�ng, amending, handling, storing or disclosing personal 

informa�on.  

“Personal Informa�on” means informa�on about living individuals that enables them to be iden�fied 

– e.g. names, addresses, telephone numbers and email addresses. It does not apply to informa�on 

about organisa�ons, companies and agencies but applies to named persons, such as individual 

volunteers.  

Purpose  

The purpose of this policy is to set out NMH’s commitment and procedures for protec�ng personal 

data. Trustees regard the lawful and correct treatment of personal informa�on as very important to 

successful working, and to maintaining the confidence of those with whom we deal with. We 

recognise the risks to individuals of iden�ty the; and financial loss if personal data is lost or stolen.  

The following are defini�ons of the terms used:  

The Data Protec�on Act  

This contains eight principles for processing personal data with which we must comply. These state 

that personal data:  

1. Shall be processed fairly and lawfully and, in par�cular, shall not be processed unless specific 

condi�ons are met,  

2. Shall be obtained only for one or more of the purposes specified in the Act, and shall not be 

processed in any manner incompa�ble with that purpose or those purposes, 

 3. Shall be adequate, relevant and not excessive in rela�on to those purpose(s).  

4. Shall be accurate and, where necessary, kept up to date, 

 5. Shall not be kept for longer than is necessary, 

 6. Shall be processed in accordance with the rights of data subjects under the Act, 

 7. Shall be kept secure by the Data Controller who takes appropriate technical and other 

measures to prevent unauthorised or unlawful processing or accidental loss or destruc�on 

of, or damage to, personal informa�on, 

 8. Shall not be transferred to a country or territory outside the European Economic Area unless 

that country or territory ensures an adequate level of protec�on for the rights and freedoms 

of data subjects in rela�on to the processing of personal informa�on. 

Applying the Data Protec�on Act  

We will let people know why we are collec�ng their data, which is for the purpose of managing the 

hall, its hiring and finances. It is our responsibility to ensure the data is only used for this purpose. 

Access to personal informa�on will be limited to trustees, staff and volunteers. 



 Correc�ng data 

Individuals have a right to make a Subject Access Request (SAR) to find out whether the charity holds 

their personal data, where, what it is used for and to have data corrected if it is wrong, or to stop 

marke�ng informa�on being sent to them. Any SAR must be dealt with within 30 days. Steps must 

first be taken to confirm the iden�ty of the individual before providing informa�on, requiring both 

photo iden�fica�on e.g. passport and confirma�on of address e.g. recent u�lity bill, bank or credit 

card statement. 

 Responsibili�es  

NMH is the Data Controller under the Act, and is legally responsible for complying with Act, which 

means that it determines what purposes personal informa�on held will be used for.  

The management commi
ee will take into account legal requirements and ensure that it is properly 

implemented, and will through appropriate management and strict applica�on of criteria and 

controls:  

a) Collect and use informa�on fairly. 

 b) Specify the purposes for which informa�on is used. 

 c) Collect and process appropriate informa�on, and only to the extent that it is needed to fulfil its 

opera�onal needs or to comply with any legal requirements. 

 d) Ensure the quality of informa�on used.  

e) Ensure the rights of people about whom informa�on is held, can be exercised under the Act. 

These include  

a) The right to be informed that processing is undertaken.  

b) The right of access to one’s personal informa�on.  

c) The right to prevent processing in certain circumstances, and  

d the right to correct, rec�fy, block or erase informa�on which is regarded as wrong informa�on. 

e) Take appropriate technical and organisa�onal security measures to safeguard personal 

informa�on, 

f) Ensure that personal informa�on is not transferred abroad without suitable safeguards, 

g) Treat people justly and fairly whatever their age, religion, disability, gender, sexual orienta�on 

or ethnicity when dealing with requests for informa�on, 

hi) Set out clear procedures for responding to requests for informa�on.  

All trustees, staff and volunteers are aware that a breach of the rules and procedures iden�fied in 

this policy may lead to ac�on being taken against them.  

NMH’s designated Data Protec�on Officer (DPO) will be responsible for ensuring that this policy is 

implemented and will ensure that: 

 a) Everyone processing personal informa�on understands that they are obliged to follow good data 

protec�on prac�ce 



 b) Everyone processing personal informa�on is appropriately trained to do so 

 c) Everyone processing personal informa�on is appropriately supervised 

 d) Anybody wan�ng to make enquiries about handling personal informa�on knows what to do 

 e) any enquiries about handling personal informa�on are dealt with promptly and courteously 

The DPO will: 

a) Describe clearly how the charity handles personal informa�on  

b) regularly review and audit the ways it holds, manages and uses personal informa�on 

c) regularly assess and evaluate its methods and performance in rela�on to handling personal 

informa�on. 

This policy will be updated as necessary to reflect best prac�ce in data management, security and 

control and to ensure compliance with any changes to applicable laws and regula�ons; 
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